Cisco Exam Questions 300-206
SENSS Implementing Cisco Edge Network Security Solutions
NEW QUESTION 1
After a session has been secured with MACsec, which two types of traffic can be sent and received unencrypted?

A. EAPOL-Start
B. DHCP offer
C. Cisco Discovery Protocol
D. DHCP discover
E. EAPOL-Logoff

Answer: AC

NEW QUESTION 2
DRAG DROP
Drag and drop the Cisco Prime Security Manager available reports on the left onto the correct report examples on the right.

- traffic summary report
- threat report
- user report
- application report
- endpoint report

- top users by blocked transactions
- top 25 attackers and top 25 vulnerable targets
- traffic summary by transactions
- top applications by blocked transactions
- top operating systems by blocked transactions

A. Mastered
B. Not Mastered

Answer: A

Explanation:

NEW QUESTION 3
An engineer is trying to configure Dynamic ARP Inspection. Which feature must be enabled first?

A. DHCP snooping
B. Cisco Discovery Protocol
C. port security
D. IP Source Guard
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NEW QUESTION 4
For which purpose is the Cisco ASA CLI command aaa authentication match used?

A. Enable authentication for SSH and Telnet connections to the Cisco ASA appliance.
B. Enable authentication for console connections to the Cisco ASA appliance.
C. Enable authentication for connections through the Cisco ASA appliance.
D. Enable authentication for IPSec VPN connections to the Cisco ASA appliance.
E. Enable authentication for SSL VPN connections to the Cisco ASA appliance.
F. Enable authentication for Cisco ASDM connections to the Cisco ASA appliance.

Answer: C

NEW QUESTION 5
Which tool provides the necessary information to determine hardware lifecycle and compliance details for deployed network devices?

A. Prime Infrastructure
B. Prime Assurance
C. Prime Network Registrar
D. Prime Network Analysis Module

Answer: A

NEW QUESTION 6
What is the default behavior of an access list on the Cisco ASA security appliance?

A. It will permit or deny traffic based on the access-list criteria.
B. It will permit or deny all traffic on a specified interface.
C. An access group must be configured before the access list will take effect for traffic control.
D. It will allow all traffic.

Answer: C

NEW QUESTION 7
Which configuration keyword will configure SNMPv3 with authentication but no encryption?

A. Auth
B. Priv
C. No auth
D. Auth priv

Answer: A

NEW QUESTION 8
Which three statements about private VLANs are true? (Choose three.)

A. Isolated ports can talk to promiscuous and community ports.
B. Promiscuous ports can talk to isolated and community ports.
C. Private VLANs run over VLAN Trunking Protocol in client mode.
D. Private VLANs run over VLAN Trunking Protocol in transparent mode.
E. Community ports can talk to each other as well as the promiscuous port.
F. Primary, secondary, and tertiary VLANs are required for private VLAN implementation.

Answer: BDE

NEW QUESTION 9
What are two security features at the access port level that can help mitigate Layer 2 attacks? (Choose two.)

A. DHCP snooping
B. IP Source Guard
C. Telnet
D. Secure Shell
E. SNMP

Answer: AB

NEW QUESTION 10
Which statement about Cisco ASA NetFlow v9 (NSEL) is true?

A. NSEL events match all traffic classes in parallel
B. NSEL has a time interval locked at 20 seconds and is not user configurable
C. NSEL tracks flow-create, flow-teardown, and flow-denied events and generates appropriate NSEL data records
D. You cannot disable syslog messages that have become redundant because of NSEL
E. NSEL tracks the flow continuously and provides updates every 10 second

Answer: E
F. NSEL provides stateless IP flow tracking that exports all record of a specific flow

Answer: C

Explanation:

NEW QUESTION 11
Which option must be configured on a transparent Cisco ASA adaptive security appliance for it to be managed over Layer 3 networks?

A. Static routes
B. Routed interface
C. Security context
D. BVI

Answer: D

NEW QUESTION 12
Refer to the exhibit.

```
access-list cap permit ip any host 192.168.1.5
```

Which option describes the expected result of the capture ACL?

A. The capture is applied, but we cannot see any packets in the capture
B. The capture does not get applied and we get an error about mixed policy.
C. The capture is applied and we can see the packets in the capture
D. The capture is not applied because we must have a host IP as the source

Answer: B

NEW QUESTION 13
Refer to the exhibit.

```
capture udp match tcp host 10.10.0.12 any eq 80
```

What traffic is being captured by the Cisco ASA adaptive security appliance?

A. UDP traffic sourced from host 10.10.0.12 on port 80
B. TCP traffic destined to host 10.10.0.12 on port 80
C. TCP traffic sourced from host 10.10.0.12 on port 80
D. UDP traffic destined to host 10.10.0.12 on port 80

Answer: C

NEW QUESTION 14
Which information is NOT replicated to the secondary Cisco ASA adaptive security appliance in an active/standby configuration with stateful failover links?

A. TCP sessions
B. Routing tables
C. DHCP lease
D. NAT translations

Answer: B

NEW QUESTION 15
Which Cisco prime Infrastructure features allows you to assign templates to a group of wireless LAN controllers with similar configuration requirements?

A. Lightweight access point configuration template
B. Composite template
C. Controller configuration group
D. Shared policy object

Answer: C

NEW QUESTION 16
Which information does the ASA fail to replicate to the secondary Cisco ASA adaptive security appliance in an active/standby configuration with stateful and failover links?

A. TCP sessions
B. Routing tables
C. DHCP lease
D. NAT translations
NEW QUESTION 17
Refer to the exhibit. Why was the packet dropped?

A. Telnet access is not allowed between these two nodes.
B. NAT is not applied correctly for the 10.10.96.5 host
C. The source port is configured incorrectly in the capture
D. There is no route on the Cisco ASA to the destination host

Answer: A

NEW QUESTION 18
How to set up that incoming traffic is going via same interface as outgoing traffic?

A. Intra-interface- anytime an ASA receives traffic on an interface and it is to route the traffic back out the same interface (same-security-traffic permit intra-interface)
B. Inter-interface- anytime an ASA receives traffic on an interface and is to route the traffic out another interface of equal security level
C. (same-security-traffic permit inter-interface)
D. None of above
E. AB only

Answer: A

NEW QUESTION 19
How does the DAI works? (Choose two)

A. DAI relies on DHCP snooping.
B. It is applied on configured untrusted interfaces
C. IP address binding stored in trusted database
D. User-configured ARP ACLs

Answer: AB

NEW QUESTION 20
An engineer suspect that client workstations are expecting poor response time due to man in the middle attack. How to fix it:

A. key exchange
B. private vlan
C. Rev DNS
D. link aggregation
E. dynamic inspection

Answer: E
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