Cisco

Exam Questions 300-209

SIMOS Implementing Cisco Secure Mobility Solutions (SIMOS)
NEW QUESTION 1
- (Exam Topic 1)
An engineer is configuring clientless SSL VPN. The finance department has a database server that only they should access, but the sales department can currently access it. The finance and the sales departments are configured as separate group-policies. Which option must be added to the configuration to make sure the users in the sales department cannot access the finance department server?

A. Web type ACL  
B. Port forwarding  
C. Tunnel group lock  
D. VPN filter ACL

Answer: C

NEW QUESTION 2
- (Exam Topic 1)
What are two variables for configuring clientless SSL VPN single sign-on? (Choose two.)

A. CSCO_WEBVPN_OTP_PASSWORD  
B. CSCO_WEBVPN_INTERNAL_PASSWORD  
C. CSCO_WEBVPN_USERNAME  
D. CSCO_WEBVPN_RADIUS_USER

Answer: BC

NEW QUESTION 3
- (Exam Topic 1)
Which protocol supports high availability in a Cisco IOS SSL VPN environment?

A. HSRP  
B. VRRP  
C. GLBP  
D. IRDP

Answer: A

NEW QUESTION 4
- (Exam Topic 1)
What are two forms of SSL VPN? (Choose two.)

A. port forwarding  
B. Full Tunnel Mode  
C. Cisco IOS WebVPN  
D. Cisco AnyConnect

Answer: CD

NEW QUESTION 5
- (Exam Topic 1)
A custom desktop application needs to access an internal server. An administrator is tasked with configuring the company’s SSL VPN gateway to allow remote users to work. Which two technologies would accommodate the company’s requirement? (Choose two).

A. AnyConnect client  
B. Smart Tunnels  
C. Email Proxy  
D. Content Rewriter  
E. Portal Customizations

Answer: AB

NEW QUESTION 6
- (Exam Topic 1)
To change the title panel on the logon page of the Cisco IOS WebVPN portal, which file must you configure?

A. Cisco IOS WebVPN customization template  
B. Cisco IOS WebVPN customization general  
C. web-access-hlp.inc  
D. app-access-hlp.inc

Answer: A

NEW QUESTION 7
- (Exam Topic 1)
Refer to the Exhibit:
Router(config)#crypto pki enroll TRIALFOUR
Which result of this command is true?
A. It displays the RSA public keys of the rooter
B. Makes the router generate a certificate signing request
C. It specifies self-signed enrollment for a trust point
D. Generates an RSA key called TRIAL FOUR

Answer: C

NEW QUESTION 8
- (Exam Topic 2)
Which technology can provide high availability for an SSL VPN?

A. DMVPN
B. A multiple-tunnel configuration
C. A Cisco ASA pair in active/passive failover configuration
D. Certificate to tunnel group maps

Answer: C

NEW QUESTION 9
- (Exam Topic 2)
Which application does the Application Access feature of Clientless VPN support?

A. TFTP
B. VoIP
C. Telnet
D. Active FTP

Answer: C

NEW QUESTION 10
- (Exam Topic 2)
Which technology can you implement to reduce latency issues associated with a Cisco AnyConnect VPN?

A. DTLS
B. SCTP
C. DCCP
D. SRTP

Answer: A

NEW QUESTION 11
- (Exam Topic 2)
Refer to the exhibit.

The customer can establish an AnyConnect connection on the first attempt only. Subsequent attempts fail. What might be the issue?

A. IKEv2 is blocked over the path.
B. UserGroup must be different than the name of the connection profile.
C. The primary protocol should be SSL.
D. UserGroup must be the same as the name of the connection profile.

Answer: D
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NEW QUESTION 12
- (Exam Topic 2)
Which benefit of FlexVPN is not offered by DMVPN using IKEv1?

A. Dynamic routing protocols can be configured.
B. IKE implementation can install routes in routing table.
C. GRE encapsulation allows for forwarding of non-IP traffic.
D. NHRP authentication provides enhanced security.

Answer: B

NEW QUESTION 13
- (Exam Topic 2)
Scenario
Your organization has just implemented a Cisco AnyConnect SSL VPN solution. Using Cisco ASDM, answer the questions regarding the implementation.
Note: Not all screens or option selections are active for this exercise.
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Which address range will be assigned to the AnyConnect users?

A. 10.10.15.40-50/24  
B. 209.165.201.20-30/24  
C. 192.168.1.100-150/24  
D. 10.10.15.20-30/24

Answer: D

Explanation:
First Navigate to the Configuration -> Remote Access VPN tab and then choose the 'AnyConnect Connection Profile as shown below:

Then, clicking on the AnyConnect Profile at the bottom will bring you to the edit page shown below:
From here, click the Select button on the “VPN_Address_Pool” and you will see the following pools defined:

<table>
<thead>
<tr>
<th>Pool Name</th>
<th>Starting Address</th>
<th>Ending Address/Number of Addresses</th>
<th>Subnet Mask/Prefix Length</th>
</tr>
</thead>
<tbody>
<tr>
<td>AC Adress...</td>
<td>10.10.15.40</td>
<td>10.10.15.50</td>
<td>255.255.255.0</td>
</tr>
<tr>
<td>Outside_A...</td>
<td>192.168.101.20</td>
<td>192.168.101.20</td>
<td>255.255.255.0</td>
</tr>
<tr>
<td>Remote_A...</td>
<td>192.168.1.100</td>
<td>192.168.1.150</td>
<td>255.255.255.0</td>
</tr>
<tr>
<td>VPN_Address...</td>
<td>10.10.15.20</td>
<td>10.10.15.30</td>
<td>255.255.255.0</td>
</tr>
</tbody>
</table>

Here we see that the VPN_Address_Pool contains the IP address range of 10.10.15.20-10.10.15.30/24.

NEW QUESTION 14
- (Exam Topic 3)
Refer to the exhibit.
A junior network engineer configured the corporate Cisco ASA appliance to accommodate a new temporary worker. For security reasons, the IT department wants to restrict the internal network access of the new temporary worker to the corporate server, with an IP address of 10.0.4.10. After the junior network engineer finished the configuration, an IT security specialist tested the account of the temporary worker. The tester was able to access the URLs of additional secure servers from the WebVPN user account of the temporary worker.

What did the junior network engineer configure incorrectly?

A. The ACL was configured incorrectly.
B. The ACL was applied incorrectly or was not applied.
C. Network browsing was not restricted on the temporary worker group policy.
D. Network browsing was not restricted on the temporary worker user policy.

Answer: B

NEW QUESTION 15
- (Exam Topic 3)
What routing protocol is recommended by Cisco in DMVPN between company router and ISP router? (Choose Two)

A. OSPF
B. RIPv2
C. ISIS
D. BGP
E. EIGRP

Answer: DE

NEW QUESTION 16
- (Exam Topic 3)
Refer to the exhibit.

You are configuring a laptop with the Cisco VPN Client, which uses digital certificates for authentication. Which protocol does the Cisco VPN Client use to retrieve the digital certificate from the CA server?
A. FTP  
B. LDAP  
C. HTTPS  
D. SCEP  
E. OCSP

Answer: D

Explanation:
Certificate Revocation Lists provide the security appliance with one means of determining whether a certificate that is within its valid time range has been revoked by its issuing CA. CRL configuration is a part of the configuration of a trustpoint.
You can configure the security appliance to make CRL checks mandatory when authenticating a certificate (revocation-check crl command). You can also make the CRL check optional by adding the none argument (revocation-check crl none command), which allows the certificate authentication to succeed when the CA is unavailable to provide updated CRL data.
The security appliance can retrieve CRLs from CAs using HTTP, SCEP, or LDAP. CRLs retrieved for each trustpoint are cached for a length of time configurable for each trustpoint.
When the security appliance has cached a CRL for more than the length of time it is configured to cache CRLs, the security appliance considers the CRL too old to be reliable, or "stale". The security appliance attempts to retrieve a newer version of the CRL the next time a certificate authentication requires checking the stale CRL.

NEW QUESTION 17
- (Exam Topic 3)
Which two commands are include in the command show dmvpn detail? (Choose two.)
A. Show ip nhrp  
B. Show ip nhrp nhs  
C. Show crypto ipsec sa detail  
D. Show crypto session detail  
E. Show crypto sockets

Answer: DE

NEW QUESTION 18
- (Exam Topic 3)
Refer to the exhibit. An engineer is troubleshooting a new GRE over IPSEC tunnel. The tunnel is established, but the engineer cannot ping from spoke 1 to spoke 2. Which type of traffic is being blocked?
A. ESP packets from spoke1 to spoke2  
B. ISAKMP packets from spoke2 to spoke1  
C. ESP packets from spoke2 to spoke1  
D. ISAKMP packets from spoke1 to spoke2

Answer: C

NEW QUESTION 19
- (Exam Topic 3)
Refer to the exhibit. VPN load balancing provides a way to distribute remote access, IPsec, and SSL VPN connections across multiple security appliances. Which remote access client types does the load balancing feature support?

A. IPsec site-to-site tunnels
B. L2TP over IPsec
C. OpenVPN
D. Cisco AnyConnect Secure Mobility Client

Answer: B

NEW QUESTION 20
Why must a network engineer avoid usage of the default X509 certificate when implementing clientless SSLVPN on an ASA?

A. The certificate is too weak to provide adequate security.
B. The certificate is regenerated at each reboot.
C. The certificate must be managed by the local CA.
D. The default X.509 certificate is not supported for SSLVPN.

Answer: C

NEW QUESTION 21
......
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