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Cisco Exam Questions 300-210
SITCS Implementing Cisco Threat Control Solutions (SITCS)
NEW QUESTION 1
- (Exam Topic 1)
Which Cisco technology secures the network through malware filtering, category-based control, and reputation-based control?

A. Cisco ASA 5500 Series appliances
B. Cisco IPS
C. Cisco remote-access VPNs
D. Cisco WSA

Answer: D

NEW QUESTION 2
- (Exam Topic 1)
What is the function of the Web Proxy Auto Discovery protocol?

A. It enables a web client's traffic flows to be redirected in real time.
B. It enables web clients to dynamically resolve hostname records.
C. It enables a web client to download a script or configuration file that is named by a URL.
D. It enables a web client to discover the URL of a configuration file.

Answer: D

NEW QUESTION 3
- (Exam Topic 1)
Which SSL traffic decryption feature is used when decrypting traffic from an external host to a server on your network?

A. Decrypt by stripping the server certificate.
B. Decrypt by resigning the server certificate
C. Decrypt with a known private key
D. Decrypt with a known public key

Answer: B

NEW QUESTION 4
- (Exam Topic 1)
What are two arguments that can be used with the show content-scan command in Cisco IOS software? (Choose two.)

A. data
B. session
C. buffer
D. statistics
E. verbose

Answer: BD

NEW QUESTION 5
- (Exam Topic 1)
Which option is a benefit of Cisco Email Security virtual appliance over the Cisco ESA appliance?

A. global threat intelligence updates from Talos
B. reduced space and power requirements
C. outbound message protection
D. automated administration

Answer: B

NEW QUESTION 6
- (Exam Topic 1)
With Cisco FirePOWER Threat Defense software, which interface mode do you configure to passively receive traffic that passes the appliance?

A. transparent
B. routed
C. passive
D. inline set
E. inline tap

Answer: C

NEW QUESTION 7
- (Exam Topic 1)
Which two services must remain as on-premises equipment when deploying a hybrid email solution? (choose two)

A. DDoS
B. DLP
C. antispam
D. encryption  
E. antivirus  

Answer: BD

NEW QUESTION 8  
- (Exam Topic 2)  
Which three zones are used for anomaly detection? (Choose three.)

A. Internal zone  
B. External zone  
C. Illegal zone  
D. Inside zone  
E. Outside zone  
F. DMZ zone  

Answer: ABC

NEW QUESTION 9  
- (Exam Topic 2)  
A network engineer can assign IPS event action overrides to virtual sensors and configure which three modes? (Choose three.)

A. Anomaly detection operational mode  
B. Inline TCP session tracking mode  
C. Normalizer mode  
D. Load-balancing mode  
E. Inline and Promiscuous mixed mode  
F. Fail-open and fail-close mode  

Answer: ABC

NEW QUESTION 10  
- (Exam Topic 2)  
Which five system management protocols are supported by the Cisco Intrusion Prevention System? (Choose five.)

A. SNMPv2c  
B. SNMPv1  
C. SNMPv2  
D. SNMPv3  
E. Syslog  
F. SDEE  
G. SMTP  

Answer: ABCFG

NEW QUESTION 11  
- (Exam Topic 2)  
Which configuration option causes an ASA with IPS module to drop traffic matching IPS signatures and to block all traffic if the module fails?

A. Inline Mode, Permit Traffic  
B. Inline Mode, Close Traffic  
C. Promiscuous Mode, Permit Traffic  
D. Promiscuous Mode, Close Traffic  

Answer: B

NEW QUESTION 12  
- (Exam Topic 2)  
A Cisco Email Security Appliance uses which message filter to drop all executable attachments entering and leaving the Cisco Email Security Appliance?

A. drop-ex  
B. if (attachment-filename == "\.exe\$") OR (attachment-filename == "exe") { drop(); }  
C. drop-ex  
D. if (recv-listener == "InboundMail") AND (attachment-filename == "\.exe\$") OR (attachment-filename == "exe") { drop(); }  
E. drop-ex  
F. drop-ex  

Answer: A

NEW QUESTION 13  
- (Exam Topic 2)  
Which Cisco Cloud Web Security tool provides URL categorization?

A. Cisco Dynamic Content Analysis Engine  
B. Cisco ScanSafe  
C. ASA Firewall Proxy  

Answer: C
NEW QUESTION 14
- (Exam Topic 2)
Which three features does Cisco CX provide? (Choose three.)

A. HTTPS traffic decryption and inspection
B. Application Visibility and Control
C. Category or reputation-based URL filtering
D. Email virus scanning
E. Application optimization and acceleration
F. VPN authentication

Answer: ABC

NEW QUESTION 15
- (Exam Topic 3)
Which information does the show scansafe statistics command provide?

A. ESA message tracking
B. PRSM events
C. AV statistics
D. Cisco CWS activity

Answer: D

NEW QUESTION 16
- (Exam Topic 3)
When centralized message tracking is enabled on the Cisco ESA, over which port does the communication to the SMA occur by default?

A. port 2222/TCP
B. port 443/TCP
C. port 25/TCP
D. port 22/TCP

Answer: D

NEW QUESTION 17
- (Exam Topic 3)
Which two pieces of information are required to implement transparent user identification using context Directory Agent? (Choose two.)

A. the shared secret
B. the server name where Context Directory Agent is installed
C. the server name of the global catalog domain controller
D. the syslog server IP address

Answer: AB

NEW QUESTION 18
- (Exam Topic 3)
Which two conditions must you configure in an event action rule to match all IPv4 addresses in the victim range and filter on the complete subsignature range? (Choose two.)

A. Disable event action override.
B. Leave the victim address range unspecified.
C. Set the subsignature ID-range to the default.
D. Set the deny action percentage to 100.
E. Set the deny action percentage to 0.

Answer: BC

NEW QUESTION 19
- (Exam Topic 3)
Which three statements about threat ratings are true? (Choose three.)

A. A threat rating is equivalent to a risk rating that has been lowered by an alert rating.
B. The largest threat rating from all actioned events is added to the risk rating.
C. The smallest threat rating from all actioned events is subtracted from the risk rating.
D. The alert rating for deny-attacker-inline is 45.
E. Unmitigated events do not cause a threat rating modification.
F. The threat rating for deny-attacker-inline is 50.

Answer: ADE
NEW QUESTION 20
- (Exam Topic 3)
Drag and drop the steps on the left into the correct order on the right to configure a Cisco ASA NGFW with multiple security contexts.

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Reference:

NEW QUESTION 21
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