Microsoft

Exam Questions 70-697

Configuring Windows Devices
NEW QUESTION 1
- (Exam Topic 2)
You administer a Windows 10 Enterprise computer that runs Hyper-V. The computer hosts a virtual machine with multiple snapshots. The virtual machine uses one virtual CPU and 512 MB of RAM. You discover that the virtual machine pauses automatically and displays the state as paused-critical. You need to identify the component that is causing the error. Which component should you identify?
A. no virtual switch defined
B. insufficient memory
C. insufficient hard disk space
D. insufficient number of virtual processors

Answer: C

Explanation:
In this question, the VM has “multiple snapshots” which would use up a lot of disk space. Virtual machines will go into the “Paused-Critical” state in Hyper-V if the free space on the drive that contains the snapshots goes below 200MB. One thing that often trips people up is if they have their virtual hard disks configured on one drive – but have left their snapshot files stored on the system drive. Once a virtual machine snapshot has been taken– the base virtual hard disk stops expanding and the snapshot file stores new data that is written to the disk – so it is critical that there is enough space in the snapshot storage location.

NEW QUESTION 2
- (Exam Topic 4)
You are setting up a Windows 10 Enterprise computer.
The computer’s network connections are shown in the Network connections exhibit. (Click the Exhibit button.)

Advanced TCP/IP settings are shown in the Advanced TCP/IP Settings exhibit. (Click the Exhibit button.)
For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: Each correct selection is worth one point.

**Answer Area**

<table>
<thead>
<tr>
<th>Statement</th>
<th>Yes</th>
<th>No</th>
</tr>
</thead>
<tbody>
<tr>
<td>The computer is a Microsoft Hyper-V host.</td>
<td></td>
<td></td>
</tr>
<tr>
<td>The computer has a static IP address.</td>
<td></td>
<td></td>
</tr>
<tr>
<td>The computer is a Microsoft Hyper-V virtual machine.</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

A. Mastered
B. Not Mastered

**Answer: A**

**Explanation:**

The computer has a physical network adapter.

When you enable Hyper-V on a computer, a virtual network adapter connected to a virtual switch is added. Therefore, the computer is a Hyper-V host.

The computer has an IP address. The text in the image below shows that the network connection is not DHCP enabled. Therefore, this is a static IP address.

Therefore, the computer is a Hyper-V host, not a Hyper-V virtual machine.
named Collection1.
All computers have the Hyper-V feature installed and have a virtual machine that runs Windows 7.
You plan to install applications named App1 and App2 and make them available to all users. App1 is a 32-bit application. App2 is a 64-bit application.
You need to identify the installation method for each application. The solution needs to minimize the number of installations.
Which deployment method should you identify for each application? To answer, drag the appropriate deployment methods to the correct applications. Each deployment method may be used once, more than once, or not at all. You may need to drag the split bar between panes or scroll to view content.
NOTE: Each correct selection is worth one point.

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Azure RemoteApp supports streaming 32-bit or 64-bit Windows-based applications. Therefore, we can minimize the number of installations by installing the applications on Azure and making them available as Azure RemoteApps. This would mean one installation for App1 and one installation for App2.

NEW QUESTION 4
DRAG DROP
You manage update compliance for Windows 10 desktop computers that are part of a domain. You need to configure new desktops to automatically receive updates from an intranet resource that you manage.
Which three actions should you perform in sequence?

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Box 1: Create a GPO that enables automatic updates through the intranet source.
Box 2: gpupdate /force
The Gpupdate command refreshes local and Active Directory-based Group Policy settings, including security settings. The /force ignores all processing optimizations and reapplies all settings.
Box 3: Configure the clients to install updates automatically.

NEW QUESTION 5
You are the network administrator for Contoso, Ltd. Many users have Windows 10 Enterprise laptops, and your IT department configures all of them to use BitLocker on all fixed drives.
Many users carry sensitive corporate data on their USB drives. You need to enable BitLocker for these USB drives.
Which key protector option should you use?

A. a smartcard
B. a startup key
C. TPM+PIN
D. TPM+Password

Answer: D

Explanation:
References: http://www.howtogeek.com/192894/how-to-set-up-bitlocker-encryption-on-windows/

NEW QUESTION 6
You have a computer that runs Windows 10. You need to ensure that the next time the computer restarts, the computer starts in safe mode.

What should you use?

A. the System Configuration utility
B. the Restore–Computer cmdlet
C. the Bcdboot command
D. System in Control Panel

Answer: A

Explanation:
References: http://www.digitalcitizen.life/4-ways-boot-safe-mode-windows-10

NEW QUESTION 7
DRAG DROP
You support Windows 10 Enterprise client computers. Company policy requires that Microsoft Outlook 2010 be the only mail client allowed and supported. You collect software metering data and discover that several users are running other third-party mail clients. You need to block the third-party mail client from running on the computers. All other applications should be allowed. Which three actions should you perform in sequence? To answer, move the appropriate actions from the list of actions to the answer area and arrange them in the correct order.

A. Mastered
B. Not Mastered

Answer: A

Explanation:
NEW QUESTION 8
A company has an Active Directory Domain Services (AD DS) domain. All client computers run Windows 10 Enterprise.
You are configuring security for a portable client computer that does not have a Trusted Platform Module (TPM) chip installed.
You need to configure local Group Policy to turn on Windows BitLocker Drive Encryption on the computer.
Which two actions should you perform? Each correct answer presents part of the solution.
NOTE Each correct selection is worth one point.

A. Enable the Enforce drive encryption type on operating system drives policy setting.
B. Enable the option to allow BitLocker without a compatible TPM.
C. Enable the Require additional authentication at startup policy setting.
D. Configure the TPM validation profile to enable Platform Configuration Register indices (PCRs) 0, 2, 4, and 11.

Answer: BC

Explanation: https://www.howtogeek.com/howto/6229/how-to-use-bitlocker-on-drives-without-tpm/

NEW QUESTION 9
You administer computers that run Windows XP Professional. These computers have a wide range of line of business (LOB) applications installed.
You want to migrate from Windows XP Professional to Windows 10 Enterprise. You need to identify which application will prompt users for elevated privileges.
What should you do first?

A. Configure the advanced audit setting on the Windows 10 Enterprise computers before you install the LOB applications.
B. Install the Microsoft Assessment and Planning (MAP) Toolkit.
C. Install the Microsoft Application Compatibility Toolkit (ACT).
D. Install User Experience Virtualization (UE-V) on the Windows 10 Enterprise computers before you install the LOB applications.

Answer: C


NEW QUESTION 10
Your company has a main office and a branch office. Each office contains several servers that run Windows Server 2012.
You need to configure BranchCache for the client computers in the branch office.
The solution must ensure that all of the cached content is in a central location. What should you run on each client computer?

A. the Enable-BCDistributed cmdlet
B. the Enable-BCHostedClient cmdlet
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NEW QUESTION 11
You configure VPN auto trigger for five Windows 10 Enterprise computers. When you test the computers, they trigger the VPN all the time, even in the office. You need to configure VPN auto trigger to function only when VPN is required. Which command should you use?

A. Set –VpnConnectionTriggerDnsConfiguration [-Name] <string> [-DnsSuffix <string>] –DnsIPAddress <string>] [-DnsSuffixSearchList
B. Add –VpnConnectionTriggerApplication [-Name] <string> –ApplicationID <string> –PassThru
C. Add –VpnConnectionTriggerTrusted Network [-Name] <string> –DnsSuffix <string>
D. Add –VpnConnectionTriggerDnsConfiguration [-Name] <string> –DnsSuffix <string> –DnsIPAddress <string> –PassThru

Answer: C

NEW QUESTION 12
You work for a company that uses customized applications. The applications are published to 150 Windows 10 Enterprise laptops that are deployed in the field. All users must use the same version of the applications at the same time. You need to deploy and manage the applications updates centrally. What should you do?

A. Deploy the applications as a Microsoft Application Virtualization.
B. Use System Center Configuration Manager to deploy the application updates to the client.
C. Deploy application updates as a shim through System Center Configuration.
D. Use Intune to deploy the applications with the appropriate settings through the Windows Store.

Answer: B

Explanation:
References:
https://docs.microsoft.com/en-us/sccm/apps/deploy-use/revise-and-supersede-applications#applicationsupersedence

NEW QUESTION 13
You have a Windows Server 2012 R2 server that runs Remote Desktop services. Users report that they cannot connect to RemoteApp programs. You observe that users do not know the proper connection details to access the Remote Desktop Web Access server. You need to simplify the process for connecting from Windows 10 devices to the Remote Desktop Web Access server. What should you create?

A. Connection Manager Administration Kit connection profile
B. Remote Desktop Connection configuration file
C. Windows Remote Management script
D. client configuration file

Answer: A

Explanation:
References: https://docs.microsoft.com/en-us/previous-versions/windows/it-pro/windows-server-2008-R2-and-2008/cc753977(v=ws.10)

NEW QUESTION 14
DRAG DROP
You administer 100 Windows 10 Enterprise laptops in your company network. You have a wireless access point that requires 802.1x authentication. Authentication requests are forwarded to a RADIUS server. You need to configure the laptops to connect to the wireless access point. Your solution must ensure that laptops authenticate to the RADIUS server by using stored credentials. Which three actions should you perform in sequence? To answer, move the appropriate three actions from the list of actions to the answer area and arrange them in the correct order.

- Create a new Wi-Fi profile.
- Set the Encryption Type to TKIP.
- Set the authentication mode to User and Computer authentication.
- Configure the authentication mode to User authentication.
- Create a new Connection Security Rule.
- Set the authentication type to Microsoft-Protected EAP (PEAP).

Answer Area

1. Create a new Wi-Fi profile.
2. Set the Encryption Type to TKIP.
3. Set the authentication type to Microsoft-Protected EAP (PEAP).
A. Mastered
B. Not Mastered

Answer: A

Explanation:

NEW QUESTION 15
A company has Windows 10 Enterprise client computers that use DirectAccess. You need to ensure that the client computers can communicate to IPv4 resources by name. What should you implement on the client computers?

A. AAA (Quad A) resource records
B. Teredo tunnels
C. NAT64/DNS64
D. Teredo relays
E. Intra-Site Automatic Tunnel Addressing Protocol (ISATAP)

Answer: C

Explanation:

NEW QUESTION 16
A company has client computer that run Win 10 enterprise. The corporate network is configured for IPv4 and IPv6. You need to disable IPv6 on the client computer without affecting IPv4 communications. What should you do on each computer?

A. Run the Set-NetIPv4Protocol Windows PowerShell cmdlet
B. Run the Set-NetIPv6Protocol Windows PowerShell cmdlet
C. Run Disable-NetAdapter Windows PowerShell cmdlet
D. Run the Disable-NetAdapterBinding Windows PowerShell cmdlet

Answer: D

Explanation:

NEW QUESTION 17
HOTSPOT
You install Windows 10 Enterprise on new laptops that will be shipped to remote users in the sales department of your company. You create new VPN connections on the laptops. Your company security policy requires that the maximum allowed network outage time for the VPN connection should be less than 10 minutes. You need to enable automatic reconnection for the VPN. Which protocol should you use? To answer, configure the appropriate option or options in the answer area.

Answer area:
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A. Mastered
B. Not Mastered

Answer: A

Explanation:

References: https://docs.microsoft.com/en-us/previous-versions/windows/it-pro/windows-server-2008-R2-and-2008/dd637811(v=ws.10)

NEW QUESTION 18

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution. After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You administer devices in your corporate environment. The company allows employees to bring their own devices (BYOD). All BYOD devices must run Windows 10. For employees who elect to not use BYOD, the company provides a corporate laptop. The company has a Microsoft Intune subscription and all BYOD devices have the Intune client installed. None of the BYOD devices are joined to the domain. All the corporate standard devices are managed by System Center Configuration Manager (SCCM).

You have an application that was developed in house that must be installed on all the BYOD devices.

Solution: You create an SCCM application and deploy it to the All Mobile Devices collection.

Does the solution meet the goal?

A. Yes
B. No

Answer: B

NEW QUESTION 19

You administer desktop computers in your company network.

You are developing User State Migration Tool (USMT) procedures.

You need to ensure that the files located in C:/projects are included in the migration package.

What should you do?

A. Option A
B. Option B
C. Option C
D. Option D

Answer: C

NEW QUESTION 20

You have a Windows 10 Enterprise client computer.

The computer uses BitLocker Drive Encryption (BitLocker) on a fixed disk that only stores data.
You need to prevent any data from being written to the fixed disk. What should you do?

A. Run the Disable-BitLocker cmdlet.
B. Run the Add-BitLockerKeyProtector Cmdlet.
C. Run the manage-bde command and specify the -pause Switch.
D. Run the Lock-BitLocker cmdlet.

Answer: D

NEW QUESTION 21
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